
Szanowni Państwo,

w nawiązaniu do poprzedniego wpisu odnośnie problemów z podpisem
elektronicznym po aktualizacji systemów Windows, informujemy, że po stronie
Microsoft pojawiła się propozycja tymczasowego rozwiązania sytuacji.

Szczegółowy opis problemu i rozwiązania znajduje się pod adresem:
https://learn.microsoft.com/en-us/windows/release-health/resolved-issues-windows-
10-22h2#3697msgdesc .

Poniżej zamieszczamy zaczerpnięty z artykułu opis konkretnych kroków, które
należy podjąć.

Uwaga: Nieprawidłowa edycja rejestru może prowadzić do poważnych problemów z
systemem operacyjnym. Przed wprowadzeniem jakichkolwiek zmian zaleca się
wykonanie kopii zapasowej rejestru.

1. Otwórz Edytor rejestru

Naciśnij klawisze Win + R, wpisz regedit i naciśnij Enter.
Jeśli pojawi się komunikat Kontroli konta użytkownika, kliknij Tak.

2. Przejdź do odpowiedniego klucza

Przejdź do ścieżki:
HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Cryptography\Calais

3. Edytuj klucz i ustaw odpowiednią wartość

W folderze Calais sprawdź, czy istnieje klucz DisableCapiOverrideForRSA.
Kliknij dwukrotnie DisableCapiOverrideForRSA.
W polu Dane wartości wprowadź: „0”.

Uwaga: Klucz rejestru DisableCapiOverrideForRSA nie jest dodawany domyślnie
podczas instalacji systemu operacyjnego ani przez aktualizacje systemu Windows.
Należy go dodać ręcznie na każdym urządzeniu.

4. Zakończ pracę i uruchom ponownie komputer

Zamknij Edytor rejestru.
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Uruchom ponownie komputer, aby zmiany zostały zastosowane.


